
Test Drive a Process Resource Center
Computer Security Incident Response Plan

The Computer Security Incident Response Plan Process Resource Center delivers 
all components of the CSIRP one purpose-built web framework. Its foundation is 
the NIST SP 800-61 Rev. 2. It’s a subset of the organization’s computer security 
plan. All resources are within a few finger-taps of staff in the context of their work. 

Tap Image for Video

Tap Image to Open Site

https://www.pdsimplified.com/pds_CSIRPDemo/videos/PDS_CSIRP_Overview.mp4
https://www.pdsimplified.com/pds_CSIRPDemo/index.htm


Test Drive a Process Resource Center
Computer Security Incident Response Plan

Process flows are worker-focused, visually and operationally consumable, not 
overwhelming. Shared Responsibility Mapping is a part of every workflow.

Tap Image for Workflow

Tap Image to Open Charter
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The Computer Security 
Incident Response 
Team Charter is 
designed for instant 
navigation to the 
desired content. No 
time wasted scrolling 
to find critical 
information.

https://www.pdsimplified.com/pds_CSIRPDemo/csirp/2pt1monitordetection.htm
https://www.pdsimplified.com/pds_CSIRPDemo/documents/Draft_PDS_CSIRT_Charter.pdf
mailto:hdraughon@processdeliverysystems.com
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